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2 ...then click here…

• Select the user name that other users will see.
• Assign an email address – not your work email!
• Change your password frequently.
• Set ‘Language’ to ‘US English’ to exploit all FB search tools.
• Note; creating a fake account is a breach of Facebook’s T&Cs.

John Smith

John Smith

First click here…
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Then click to edit each setting2
1

The settings you choose are optional. We show the most important ones on the following pages.

Click here to access Security

Contact 
DCGFutures@met.police.uk

Note: all screenshots taken from the Facebook.com site. Mobile apps will have differing features.

This document only describes the 
privacy options available to users.

mailto:DCGFutures@met.police.uk


Security: Login approvals

Get notified if 
someone else logs 
into your account 
from a new device 

or browser.

Security: Login alerts

Security: Your browsers & apps

You have the option to use mobile number linked to your profile to approve logins from 
browsers or devices that have not been used before. This is a second layer of security.

Note that some browser settings (e.g. Cookie settings or private browser mode) may 
prevent you from activating this feature.

This is a list of the browsers & apps Facebook trusts for your account. Remove any that 
you DO want to receive Login Alerts for. No alerts will be raised for browsers or apps 
left on this list.
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(your email address will appear here)

(your mobile number will appear here, if assigned)



Security: deactivate your account

Where are you logged In

Security: where you’re logged in
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Review all 
sessions that 

Facebook 
regards as 

active.

Click to end any active 
sessions

1

2

Check your 
active mobile 

device and 
Messenger 
sessions as 

well.
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Note that these are normally just sessions you didn’t fully log out of. If you do see a 
suspicious session, investigate it if possible, end it, and then change your password.

Click to temporarily deactivate your 
account if you need to do so.

Never leave an unwanted and unused account lying dormant. If it is hacked and misused, 
you might not notice the fact. Such misuse could continue for years in some cases. To 
permanently delete an account visit https://www.facebook.com/help/delete_account

https://www.facebook.com/help/delete_account


Timeline & Tagging
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Privacy
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Make sure that only you can add posts. Approve posts friends tag you in.1
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Review and manage tags posted by others that mention you.3
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Make sure that only your friends can see what you have posted.
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Limit who can search for you and how.

Social Media settings and options change all 
the time. Please check with the issuer for 
the latest version of this guide. 

http://www.trmg.biz/
mailto:info@trmg.biz

